Cirrus Link Module Code-Signing Certificate Expiration

The current Cirrus Link Module Code-Signing Certificate, included with all Cirrus Link modules 4.0.16 and older, will expire 7/10/23.

After this date installing a module will result in a warning similar to the below:

f?‘_\ This certificate is self-signed. This certificate has expired.

Not Valid Until ~ 3/13/17, 7:00:00 PM

Mot Valid After  5/25/20, 6:59:50 PM

Subject Name  Cirrus Link Solutions

Issuer Name thawte SHA256 Code Signing CA

Thumbprint [31ECoTF54D C5EB ABB5 DD AR 1IFEB 00 18 F6 E22D CD 53]

This module was not written by Inductive Automation. Modules can make changes to your system. Make sure you trust the source of this
module.
Certificate is valid from Mar 13,2017, 7:00:00 PM to May 25, 2020, 6:59:59 PM. Accepting expired certificates can be risky.

[J1 understand the risk and want to install this module.

@ Expiration of the code-signing certificate will not affect the operation of the modules and you can safely install the module.

1 Anupdated code-signing certificate, valid for 3 years, is included in the release of 4.0.17 modules.
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