How do I find the Self-Signed Certificates loaded for Ignition

If you do not have access to or cannot easily locate your Intermediate and/or Root CA Certificates required to be used by the MQTT Modules, you can
download by using the Firefox browser.

Using Firefox, make a connection on port 8043 on the Ignition URL using a private window.

You will be warned of a Potential Security Risk. Select Advanced and then select View Certificate.

vith Firefo lore X &\ Warning: Potential Security Ris
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try to steal information like your passwords, emails, or credit card details.

What can you do about it?
The issue is most likely with the website, and there is nothing you can do to resolve it.

If you are on a corporate network or using anti-virus software, you can reach out to the support teams for
assistance. You can also notify the website's administrator about the problem.

Learn more...

Go Back (Recommended) Advanced...

Someone could be trying to impersonate the site and you should not continue.
Websites prove their identity via certificates. Firefox does not trust localhost:8043 because its
certificate issuer is unknown, the certificate is self-signed, or the server is not sending the correct

intermediate certificates.

Error code: SEC_ERROR_UNKNOWN_ISSUER

View Certificate

Go Back (Recommended) Accept the Risk and Continue




The browser will show each of the certificates available. Select the appropriate tab(s) and scroll down to find the download file link to download each cert

file..

A Warning: Potential Security Risl X

(&} ) Firefox about:certificate?cert=MIIFvjCCA6agAwIBAgICEAAWDQYJKoZIhveNAQEL BQAwdELMAKGATUEBhMCVVMxDz.
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SHA-256 with RSA Encryption
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